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The Bournemouth and Poole College
MINUTES OF THE MEETING OF THE AUDIT COMMITTEE HELD ON 2 MARCH 2021
	Members Present:
	
	

	Dan Tout
	Board Member & Chair of the Audit Committee
	

	Ian Jones
	Board Member
	 

	Neethu Stephen
	Co-opted Audit Committee Member
	

	Caroline Foster 
	Board Member
	

	
	
	

	In attendance:
	
	

	Michael Johnson
	Chief Operating Officer
	

	Nick MacBeath 
	TIAA (Internal Auditors)
	

	Marianne Barnard
	Director of Governance
	

	Paul Judd 
	Director of ICT (for item 028-2021)
	

	
	
	

	Observing:
	
	

	Ron Matthews 
	
	


PART A
	
	
	Actions

	022-2021
	APOLOGIES FOR ABSENCE
No apologies for absence had been received.  
The Chair welcomed members and it was noted that Ron Matthews, who was currently undertaking an external Board Review for the College, was observing the meeting. 
	

	023-2021
	DECLARATIONS OF INTEREST

There were no declarations of interest noted. 
	

	024-2021
	MINUTES OF THE LAST MEETING & MATTERS ARISING
The minutes of the meeting held on 24 November 2020 were confirmed as an accurate record and approved by the Committee.  
The committee reviewed the latest Audit Committee Tracker, it was noted that in relation to the pensions item – a recent letter from the DfE would be shared via the GVO, it was requested that Committee Members review and contact the COO with any questions.  It was noted that the actions following the visit from the FEC team had all been completed.  It was also confirmed that the COO compared the college Risk Register with his counterpart at Brockenhurst College.
An item on ICT Cyber regarding monitoring user activity was noted and it was confirmed that the college had recently received some funding from the LEP to make IT improvements and that network and that software updates would be progressed during Summer 2021. 
The COO confirmed that the Financial Statements for 2019/20 had not yet been signed by the external auditors due to the ESFA funding audit, however it was noted that the funding audit had now been completed.  It was confirmed that the delay signing the accounts was not currently causing a concern. 
RESOLVED:  The committee approved the minutes of the meeting held on 24 November 2020 and the latest Audit Committee Tracker.
	Committee Members

	025-2021

	COLLEGE FOLLOW-UP - TIAA 
To Audit Committee received the Audit follow-up report dated 24 February 2021 from TIAA.  This showed progress with audit recommendations and a status report on completed actions. It was noted that there were currently seven outstanding recommendations. There were a number of HR actions which were ongoing, however there were no concerns to note. 
RESOLVED:  The committee reviewed the Audit follow-up report showing progress with audit recommendations.
	

	026-2021

	RISK MANAGEMENT  
The Chief Operating Officer noted some recent updates to the Risk Register format and 
The Committee reviewed the latest Risk Register 
Risk 1 - The College becomes financially unsustainable in the short-medium term.  It was noted that the latest forecast showed a more positive position to that initially reported and that  the Executive were working towards achieving a position closer to break even in 2020/21, however it was noted that income in 2021/22 would be lower and was of concern. 

Risk 2 - Failure of students and/or staff to comply with our COVID-19 guidelines.  It was confirmed that TIAA had recently reviewed this area and the draft report gave substantial assurance. It was reported that plans were in place for the safe return of all student from 8 March 2021, including requirements for COVID testing.

Risk 3 - We fail to be appropriately prepared for our first OFSTED monitoring visit. It was questioned why the risk level for this item had not be reduced following the very positive monitoring visit that had been completed recently. It was acknowledged that the management team needed to be positive, however not complacent. It was agreed that the COO would discuss with the VP Curriculum and consider reducing the risk level. 
Risk 4 - Disruption to student learning as a result of Covid-19 and the wider impact on student outcomes such as achievement and work experience.  It was noted that this was being monitored very closely, however it was too soon to know what the full impact would be. It was acknowledged that the level of impact would vary across different groups of students. 

Risk 5 - Risk of significant loss of data and disruption through a cyber-attack. It was reported that since December 2020 a new cyber dashboard had been presented to Board. It was acknowledged that fraud levels were high across the sector, however the committee were content that the college was doing all it could. 

Risk 6 - Staff are not following our safer recruitment policy. It was confirmed that an inspection had taken place in January 2020 which resulted in a positive outcome.  Unannounced visits were regularly undertaken in WESS and there was confidence that procedures continued to be robust.

Risk 7 - We breach funding rules with regards study programmes; specifically, numbers of students participating in work experience and students not studying maths and English. It was noted that funding rules were notoriously complicated and whilst the White Paper suggested things would be made simpler in the future, it was noted that there was a risk that complexities could result in claw backs happening. 

Risk 8 - Insufficient management capacity to manage change effectively - especially in the context of Covid-19. It was noted that the Executive team had been coping well and were well supported by their direct reports, however it was noted that there was still concern, it was also noted that the Principals’ retirement at the end of 2021 could also be a risk. 

Risk 9 - Recruitment of new Principal is not effective. It was reported that news of the Principal stepping down at the end of 2021 had caused some anxiety amongst staff, it was noted that change was often disruptive for staff and it was agreed that communication should be used to keep staff positive and motivated about the future.  It was questioned whether the new Principal would have a direct impact student, it was noted that not directly. 
Risk 10 – Health & Safety - We fail to maintain college equipment appropriately (including keeping an updated maintenance log). It was reported that Health & Safety was managed through CAFM and processes were robust.
Risk 11 - Students do not feel safe. This issue had been identified through a previous survey, it was acknowledged that many students and staff were anxious about the current situation due to COVID. Consideration was given to ensuring students had clear communication ahead of the return to campus from 8 March, to ensure they knew where to seek help should they need it. Board Members had been undertaking virtual learning walks this term, to experience how things were for all staff.
Risk 12 - Failure to maintain a robust Health and Safety Framework.  There were no concerns noted.

Risk 13 - We have a serious accident and an investigation reveals we failed to train our staff appropriately on the use of college equipment (including maintain a register of the training).  There were no concerns noted. 

Risk 14 - The College raises serious concerns about the levels of service it currently receives from our Shared Service. Currently levels of service from WESS were good.  It was noted that there had been interest from another college about the opportunity to join the Shared Service and that this may be considered in the future. 

Risk 15 - A member of our staff breaches GDPR regulations through cyber fraud or accidental loss. It was noted that funding had allowed the college to improve remote access for staff which mitigated against some of the previous risks. 
RESOLVED: The committee noted the current Risk Register. 
	Chief Operating Officer



	027-2021
	FRAUD REGISTER

The COO confirmed the College maintained a fraud register to record all instances of actual and attempted fraud. It was reported that in the period between January 2020 and January 2021 there had been no instances of fraud or attempted fraud and that this was the third consecutive year where there had been no reported instances.

Assurance was provided to the Committee that there were various ways in which College staff were kept briefed of instances of fraud elsewhere, including: Directors of Finance in the FE sector sharing risks on a shared email address (jiscmail) and the college banks (Lloyds and Natwest) and the internal auditors (TIAA) sending periodic updates alerting colleges to possible fraud. 
It was also noted that this was the third consecutive year where the college has not been notified of any fraudulent activity on any of the College’s credit cards.
RESOLVED: The committee noted the latest Fraud report. 
	

	028-2021
	CYBER SECURITY

Paul Judd, Director of ICT joined the meeting to discuss the document which had been shared with Committee Members - 8 questions for Board members, to start the cyber security conversation. This document also included responses from the college to the eight questions. 
It was noted that the eight questions were produced by the National Cyber Security Centre (NCSC) and the Department for Education (DfE), to help improve college’s understanding of their cyber security risks in a proportionate way. These questions were not intended as a checklist, but were written to start the cyber security conversation between the Board and college leaders.
The questions have three themes: to seek out information, raise awareness, and improve preparedness in case of an incident. 
The importance of having a shared awareness was noted and committee members were grateful to be able to hear from the Director of ICT.  Some of the key risks were identified, including people’s behaviours – both staff and students and the current infrastructure. The Director of ICT provided information on the activities undertaken to mitigate against these risks.  

RESOLVED: The committee noted the document. 
	

	029-2021

	ANY OTHER BUSINESS

There were no items of Any Other Business. 
	 

	030-2021

	DATE OF NEXT MEETING:  

The next Audit Committee meeting would take place on 22 June 2021, Venue TBC.
	

	031-2021

	EVALUATION
It was noted that the committee had undertaken the required activities.
	

	032-2021
	CONFIDENTIALITY
No items were deemed confidential.
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